**ПОЛИТИКА**

**обработки персональных данных в федеральном государственном бюджетном образовательном**

**учреждении высшего образования**

**«Санкт-Петербургский государственный университет телекоммуникаций им. проф. М.А. Бонч-Бруевича» (СПбГУТ)**

Настоящая «Политика обработки персональных данных в ФГБОУ ВО СПбГУТ (далее Политика) определяет основные положения, реализуемые при обработке персональных данных в ФГБОУ ВО СПбГУТ.

Целью принятия «Политики» является выполнение требований законодательства[[1]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn1) в области защиты персональных данных, основанного на Конституции Российской Федерации и международных договорах Российской Федерации и состоящего из Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных" и других федеральных законах и подзаконных актах определяющих случаи и особенности обработки персональных данных. [[2]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn2)

**1. Основополагающие термины и определения****[[3]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn3):**

1.1. персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

1.2. оператор - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;

1.3. обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;

1.4. автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;

1.5. распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;

1.6. предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;

1.7. блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

1.8. уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;

1.9. обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;

1.10. информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;

1.11. трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

**2. Принципы обработки персональных данных****[[4]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn4)**

2.1. Обработка персональных данных должна осуществляться на законной и справедливой основе.

2.2. Обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

2.3. Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.

2.4. Обработке подлежат только персональные данные, которые отвечают целям их обработки.

2.5. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.

2.6. При обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных. Оператор должен принимать необходимые меры либо обеспечивать их принятие по удалению или уточнению неполных или неточных данных.

2.7. Хранение персональных данных должно осуществляться в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

**3. Условия обработки персональных данных** **[[5]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn5)**

3.1. Обработка персональных данных должна осуществляться с соблюдением принципов и правил, предусмотренных Федеральными законами.

3.2. Обработка персональных данных допускается в следующих случаях:

3.2.1. обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных;

3.2.2. обработка персональных данных необходима для достижения целей, предусмотренных международным договором Российской Федерации или законом, для осуществления и выполнения возложенных законодательством Российской Федерации на оператора функций, полномочий и обязанностей;

3.2.3. обработка персональных данных необходима для осуществления правосудия, исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с [законодательством](consultantplus://offline/ref=AD69C71BBB9420ABD4608222FE150212B948EF4A999A82DD50384C9F38I4eBL) Российской Федерации об исполнительном производстве;

3.2.4. обработка персональных данных необходима для исполнения полномочий федеральных органов исполнительной власти, органов государственных внебюджетных фондов, исполнительных органов государственной власти субъектов Российской Федерации, органов местного самоуправления и функций организаций, участвующих в предоставлении соответственно государственных и муниципальных услуг, предусмотренных Федеральным [законом](consultantplus://offline/ref=AD69C71BBB9420ABD4608222FE150212B94BE94A989E82DD50384C9F38I4eBL) от 27 июля 2010 года N 210-ФЗ "Об организации предоставления государственных и муниципальных услуг", включая регистрацию субъекта персональных данных на едином портале государственных и муниципальных услуг и (или) региональных порталах государственных и муниципальных услуг;

3.2.5. обработка персональных данных необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем;

3.2.6. обработка персональных данных необходима для защиты жизни, здоровья или иных жизненно важных интересов субъекта персональных данных, если получение согласия субъекта персональных данных невозможно;

3.2.7. обработка персональных данных необходима для осуществления прав и законных интересов оператора или третьих лиц либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;

3.2.8. обработка персональных данных необходима для осуществления профессиональной деятельности журналиста и (или) законной деятельности средства массовой информации либо научной, литературной или иной творческой деятельности при условии, что при этом не нарушаются права и законные интересы субъекта персональных данных;

3.2.9. обработка персональных данных осуществляется в статистических или иных исследовательских целях, за исключением целей, указанных в [статье 15](consultantplus://offline/ref=AD69C71BBB9420ABD4608222FE150212B94AE64C9E9D82DD50384C9F384BF5FFA2EFBEB598EE6616IDe8L) настоящего Федерального закона, при условии обязательного обезличивания персональных данных;

3.2.10. осуществляется обработка персональных данных, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных либо по его просьбе (далее - персональные данные, сделанные общедоступными субъектом персональных данных);

3.2.11. осуществляется обработка персональных данных, подлежащих опубликованию или обязательному раскрытию в соответствии с федеральным законом.

3.3. Оператор вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора, в том числе государственного или муниципального контракта, либо путем принятия государственным или муниципальным органом соответствующего акта (далее - поручение оператора). Лицо, осуществляющее обработку персональных данных по поручению оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные настоящим Федеральным законом.

**4. Меры, применяемые для защиты персональных данных****[[6]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn6)**

4.1. ФГБОУ ВО СПбГУТ принимает необходимые и достаточные организационные и технические меры, предусмотренные законодательством в области защиты персональных данных, для защиты персональных данных, требующих обеспечения конфиденциальности, от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, распространения, а также от иных неправомерных действий с ней третьих лиц.

В целях обеспечения выполнения законодательства Российской Федерации лицом, ответственным за организацию обработки персональных данных в СПбГУТ, назначен проректор по безопасности Гвоздев Юрий Васильевич. [[7]](http://itsecurity.ru/study-center/pdn.php#_ftn7)

4.2. При поручении обработки персональных данных третьим лицам в поручении указываются требования к защите обрабатываемых персональных данных[[8]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn7) в соответствии с требованиями законодательства в области персональных данных. [[9]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn8)

4.3. Внутренний контроль за соответствием обработки персональных данных законодательству и принятым в соответствии с ним нормативным правовым актам осуществляется в порядке, установленном Правительством Российской Федерации[[10]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn9).

4.4. Работники, обучающиеся, а также абитуриенты СПбГУТ, при нарушении администрацией СПбГУТ их прав при обработке их персональных данных, имеют право обратиться к лицу, назначенному ответственным за организацию обработки персональных данных в СПбГУТ.

**5. Ограничения на действие настоящей политики**

Действие политики не распространяется на отношения, возникающие при:**[[11]](http://itsecurity.ru/study-center/pdn.php" \l "_ftn10)**

5.1. обработке персональных данных физическими лицами исключительно для личных и семейных нужд, если при этом не нарушаются права субъектов персональных данных;

5.2. организации хранения, комплектования, учета и использования содержащих персональные данные документов Архивного фонда Российской Федерации и других архивных документов в соответствии с законодательством об архивном деле в Российской Федерации;

5.3. обработке персональных данных, отнесенных в установленном порядке к сведениям, составляющим государственную тайну;

5.4. предоставлении уполномоченными органами информации о деятельности судов в Российской Федерации в соответствии с Федеральным законом от 22 декабря 2008 года N 262-ФЗ "Об обеспечении доступа к информации о деятельности судов в Российской Федерации".

[[1]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref1) п.2 ч. 1 ст. 18.1 Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[2]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref2) ст. 4. Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[3]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref3) ст. 3. Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[4]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref4) ст. 5. Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[5]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref5) ст. 6. Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[6]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref6) ч. 1 ст. 18.1 Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[7]](http://itsecurity.ru/study-center/pdn.php#_ftnref7) ст.22.1 Ф Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[8]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref7) ч. 3 ст. 6 Ф Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[9]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref8) ч. 3 ст. 6 Федерального закона от 27.07.2006 N 152-ФЗ "О персональных данных"

[[10]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref9) п. 17 Постановления Правительства Российской Федерации от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»

[[11]](http://itsecurity.ru/study-center/pdn.php" \l "_ftnref10) ч. 2 ст. 1 Федерального закона "О персональных данных" от 27.07.2006 N 152-ФЗ